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Amazon VPC Capabilities

- Create an isolated environment within AWS
- Establish subnets to control who and what can access your resources
- Connect your isolated AWS resources and your IT infrastructure via a VPN connection
- Launch AWS resources within the isolated network
- Use your existing security and networking technologies to examine traffic to/from your isolated resources
- Extend your existing security and management policies within your IT infrastructure to your isolated AWS resources as if they were running within your infrastructure
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